
DNS Manager 5.2.6
The current release notes contain only the changes that in our opinion might affect existing DNS Manager customers.

Before Upgrading
DNS Manager 5.2.6

Before Upgrading

 Due to significant changes performed in the repository structure, please note that upgrade can only be performed by using the new Command Line 
.  Please download the new installer before attempting an upgrade!Installer upgrade instructions

Kindly note that you cannot upgrade to DNS Manager 5.2.6 if you are using RHEL/CentOS 5.x. You must upgrade to the latest RHEL/CentOS 6.x version 
or RHEL/CentOS 7.x.

DNS Manager 5.2.6

Legend
  Features Enhancement Resolved

Type Details Support Zone Ticket ID JIRA Ticket ID

Round robin permission can be managed from CLI. - DNSM-6778

Transfer IPs specified with an address prefix should have the prefix length exact as the address portion. - DNSM-6819

Accept underscore in CNAME records from zone imported from remote location. JEF-994499 DNSM-6809

Increased password length to 64 characters. CWG-657302 DNSM-6810

Improved verification of services and protocols for SRV records. - DNSM-6815

Fixed error at editing client name. RRH-521541 DNSM-6812
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